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I


1. BACKGROUND INFORMATION

1.1. Beneficiary 

The Caribbean Community – our Caribbean Community – is a grouping of   twenty countries: fifteen Member States and five Associate Members. Our vision is for a Caribbean Community that is integrated, inclusive and resilient; driven by knowledge, excellence, innovation and productivity; a Community where every citizen is secure and has the opportunity to realise his or her potential with guaranteed human rights and social justice; and contributes to, and shares in, its economic, social and cultural prosperity; a Community which is a unified and competitive force in the global arena. 
The Caribbean Community (CARICOM) Secretariat is the principal administrative organ of the Community and is headquartered in Georgetown, Guyana. Headed by a Secretary General who is the Chief Executive Officer of the Community with staff drawn from member states, the Secretariat has three (3) main offices and three (3) directorates. Together these positions comprise the Executive Management of the Organisation and are responsible for the strategic management and direction of the Organisation and for working closely with the Councils and their Chairpersons to promote the implementation of decisions. For further information about the Secretariat, please reference the Secretariat’s website at www.caricom.org.

In February 2005, the Secretariat’s headquarters located at Turkeyen, Greater Georgetown Guyana was inaugurated and handed over to the client and owner of this project – the Government of Guyana. During the year, the Secretariat, being the beneficiary and end-user of this project, commenced occupation of the building and assumed responsibility for the day-to-day security of the building and its staff.

1.2. Contracting Authority

The Caribbean Community (CARICOM) Secretariat, being the principal administrative organ of the Community; headquartered in Georgetown, Guyana, and headed by a Secretary General who is the Chief Executive Officer of the Community is the contracting authority. 

1.3. Current Situation

1.3.1. Access Control

Access control is manually provided by the contracted security services provider, herein after referred to as The Contractor, at the headquarters main entrance and the official residence. However, access control is provided at the Annex by automated gate systems which are operated by the contractor using remote controls. However, these gates can be manually operated when required. Importantly, every visitor must have their identity and purpose for the visit confirmed before gaining access to the office or official residence. 

The contractor is also responsible for providing COVID-19 Screening Services, mainly thermal temperature checking on everyone, inclusive of staff and visitors, desirous of entering the secretariat’s compounds and buildings, in accordance with the manufacturer guidelines and the rules/standards regarding temperature thresholds and access to facilities established by the Community Secretariat;

1.3.2. Closed Circuit Television (CCTV), Intrusion and Fire Alarm Systems

CCTV Systems with recording capabilities and Intrusion alarm systems are installed and operational at the offices. Fire alarm systems are also installed at the offices. However, the system at Annex is currently not working and the landlord is being pursued to fix same.

2. OBJECTIVE, PURPOSE & EXPECTED RESULTS

2.1. Overall Objective

As highlighted earlier, the procurement of security and escort services demonstrates the Contracting Authority’s commitment to providing a safe and secure working environment for our staff, delegates and other visitors including the guards, as well as protecting our other assets.

The Secretariat requires the provision of daily security management and guard services for its Headquarters, Annexe and official residence that meets its overall security needs.  The Secretariat also requires escort management and escort services to and or from the Cheddi Jagan and Eugene F. Correia International Airports, and any other destination around Guyana if needs be. 

These services would be contracted for a period of two years, with the possibility of renewal of these agreements if the services were assessed to have been satisfactorily provided.
The procurement of these demonstrates our commitment to providing a safe and secure working environment for our staff, delegates and other visitors, as well as protecting our other assets.  
2.2. Purpose

The Contracting Authority requires the submission of proposals from interested security firms/companies for the provision security management and guard services for the locations mentioned above, on a daily basis that meets its overall security needs. The Contracting Authority also requires the submission of proposals from interested security firms/companies for the provision of escort management and escort services to and or from the Cheddi Jagan and Eugene F. Correia International Airports, as well as any other destination around Guyana if needs be. These agreements would be key elements of the Contracting Authority’s Security Risk Management framework and demands that the Security Services Provider comply fully with their terms and conditions.  

2.3. Results to be achieved by the Contractor

2.3.1. All posts proposed, which would be a schedule to the contract, to be manned at all specified times;
2.3.2. All security staff vetted, trained, equipped and hold work permits and licenses in          accordance with contract requirement;
2.3.3. Requests for emergency and additional personnel are addressed immediately by            contractor’s management and accommodated within contract requirements;
2.3.4. The contractor’s performance does not deviate from contract requirements and established procedures without proper authorization from the Contracting Authority;
2.3.5. Professional appearance of guards and their uniforms/equipment; attitude/behaviour of guards;
2.3.6. Complaints investigated and dealt with in a timely manner;
2.3.7. Controlled access at offices and official residence;

2.3.8. All emergency alarms are responded to immediately in accordance with                        established procedures and contract requirements;
2.3.9. Serious Incident Reports submitted to the Contracting Authorityin a timely manner;
2.3.10. All security staff to achieve training requirements as stipulated Guard                            communication skills to be developed accordingly; 

2.3.11. Critical equipment to be accounted for on a regular basis; and

2.3.12. Security staff achieve job satisfaction. 

3. ASSUMPTIONS & RISKS

3.1. Assumptions underlying the project

It is assumed that the contractor has adequate supply of security personnel with appropriate levels of qualification, and that such personnel are out fitted with the required equipment and gear to fulfil the requirements of the contract.   

It is assumed that an early and decisive agreement will be reached on the scope of security services to be provided to the contracting authority in keeping with the requirement of the Scope of Services. 

It is also assumed that the contracting authority will continue as an International Diplomatic Organization funded by its member states and International Development Partners so as to continue in a contractual relationship with the contractor. 

3.2. Risks

3.2.1. International terrorism/extremism;

3.2.2. Malicious damage of property which may be occasioned by persons and/or groups who may have become who may have become aggrieved by actions of the contracting authority, and who may wish to vent their grief in this manner;

3.2.3. Theft of the contracting authority’s property by members of staff or visitors acting alone or in concert with others with the motive of acquiring property stolen or the money value from sale;

3.2.4. Adverse protest action possibly the storming of the Contracting Authority’s                  Secretariat to gain attention in furtherance of a domestic regional or international         institutional issue in which the contracting authority is perceived to have influence;

3.2.5. Workplace violence; 
3.2.6. Disasters (both natural and human caused); and
3.2.7. Pandemics.
4. SCOPE OF THE WORK

4.1. General

The services required are to be provided in accordance with industry standards. They include, but are not limited to:

4.1.1. Providing the necessary personnel, supplies, equipment and accessories required     to   perform the services in these agreements. Additionally, compliance with all                  applicable requirements established by the Government of Guyana is required as          well as compliance and enforcement of all orders, policies and procedures issued by the Contracting Authority;  
4.1.2. Perform the Access Screening Services, in all instances where access to the                  Contracting Authority’s compounds and offices are required or requested;
4.1.3. Ensuring that security guards are properly screened, trained and sworn/licensed in keeping with the requirements of the applicable Laws of Guyana to perform                  security services including, but not limited to the carrying of firearms;
4.1.4. Submitting the names and other particulars of security guards for vetting by the            Contracting Authority at least one month before they are deployed on duty.                   Replacement or placement of guards would require the written approval of the              Contracting Authority;
4.1.5. Providing adequate supervision for guards deployed on duty as well as a Senior            Officer/Project Manager in Overall Command of the security guards deployed on duty. Shifts will not exceed eight hours. Any variation in the number of hours a guard is on shift would require the written approval in advance by the Contracting Authority;
4.1.6. Providing safety and protection of all the staff and visitors to the offices and official residence of the Contracting Authority;

4.1.7. Protecting property and equipment, and preventing the unauthorized removal of           any property of the Contracting Authority or its staff from its locations;
4.1.8. Detect and prevent, as prescribe by law, persons attempting to gain unlawful                 access/entry to the Contracting Authority’s buildings, properties or its official               residences with the minimum force necessary;

4.1.9. Protecting and keep confidential any information the contractor, its servants and or agents may become privy to, including the whereabouts of staff after hours, and the home addresses and or telephone numbers of such staff by virtue of any                  contract which may result from this process;

4.1.10. Possessing and maintaining at the Contracting Authority’s sites a cadre of guards that are amicable, in terms of their dealings with staff of its Secretariat, whilst at the same time faithfully carrying out their assigned duties;

4.1.11. Advising the Contracting Authority from time to time, if so required, on new                developments in the modern security arena of security operations and to make              recommendations that would be aimed at enhancing the security arrangements at its   Secretariat offices and official residence. This would, however, not preclude the contractor from making timely and appropriate recommendations to the Contracting Authority, should there be need for this, based on professional judgment, at any time;

4.1.12. Determining and providing the appropriate type of personal protective equipment (“PPE”) to safeguard its employees and the Contracting Authority staff against occupational health and safety hazards, for example, COVID 19 Virus; and
4.1.13. Ensuring that all national flags of member, associate member states and the                  CARICOM Standard are hoisted, lowered and well-kept and maintained in                   accordance with issued guidelines/protocols.
4.2. Description of the Assignment

4.2.1. Access Control Procedures

In order to safeguard staff and visitors of the Contracting Authority, secure its Secretariat’s other assets, and prevent disruption to the smooth and proper functioning of its Secretariat from criminal acts and other forms of hostilities, the following access control procedures will be followed:

4.2.1.1. Vehicle and pedestrian entrances to the property should be secured at 
all times;

4.2.1.2. Entrances to the buildings should be secured at all times as required;

4.2.1.3. Confirmation with receptionist or person visited before allowing a visitor on the property, unless given the names of expected visitors for the day;

4.2.1.4. Maintenance of record with the visitors’ name from any form of valid                         
identification card, the purpose of the visit, the person visited, time and                       
date of arrival/departure;

4.2.1.5. Performance of COVID-19 Screening Services, mainly thermal temperature checking on everyone, inclusive of staff and visitors, desirous of entering the Contracting Authority’s compounds and buildings, in accordance with the manufacturer guidelines and the rules/standards regarding temperature thresholds and access to facilities established by the Contracting Authority;
4.2.1.6. The guards will conduct metal detector searches on all visitors, including Contractors and other service providers (staff and VIPs excluded) for prohibited items. Bags, tool kits, equipment and vehicles that may be required to enter the locations should be properly checked by the tenderer at all times prior to entry and exit;
4.2.1.7. Weapons are prohibited on the premises, save and except for those persons requiring a weapon during their tour of duties (e.g. armed guard, police officers). No weapon must be stored/secured in the Contracting Authority’s locations;
4.2.1.8. The guards will record all visits to the post by the security supervisors, and radio checks in the logbook during the shift; and
4.2.1.9. The guards will record the time and license plate of all authorized vehicles (provided by the Contracting Authority) entering and leaving its Secretariat’s locations.
      4.2.2. 
Dealing with Intruder/Trespassers
The contractor will ensure that no one enters the Contracting Authority Secretariat locations without permission from the Competent Officer at the Contracting Authority. Anyone who does not satisfy the conditions for entry laid down by the Contracting Authority from time to time may be refused entry and/or required to leave the premises. 

The contractor will treat anyone who enters the Contracting Authority’s locations without permission as a trespasser. (In such cases, the Security Coordinator must be informed). Minimum force must be used to apprehend and detain the trespasser at one of the guard huts. Thereafter, the tenderer will make necessary arrangements with the nearest police station to remove and deal with the trespasser as soon as practicable.

If the guard is responsible for the unauthorized access onto the Contracting Authority’s locations, the Contracting Authority may request the immediate replacement of the guard.

The contractor will take all necessary measures in accordance with local laws to protect staff, visitors, and building, property and locations of the Contracting Authority.

4.2.3. Mail/Package Procedures

Security guards must inspect/check all mails destined for the Receptionist who will receive and sign for same. Persons delivering suspicious mails and packages should be refused entry and the responsible officer of the Contracting Authority immediately alerted. Particulars of every person sent to the Receptionist must be recorded in the log book. 

4.2.4. Provision of Emergency Support

The security guards will respond to any emergency event which may occur at the Contracting Authority’s locations, including but not limited to security/safety alerts which indicate a life-threatening situation (fire, intrusion alarms, etc.) probable criminal acts, civil demonstrations, and altercations. Importantly, the appropriate alarms are to be activated, and building occupants alerted in the event of an emergency, while at the said time ensuring that there is adequate security coverage to contain the situation. The guards on duty would be required to assist in evacuating all occupants from buildings and other properties, and assist with coordinating communication and notifications among the response agencies such as the Guyana Police Force, the Guyana Fire Service and responsible personnel of the Contracting Authority.  
4.2.5.
Access Control System Internal Supervision/Control of Keys

The contractor will ensure that all keys entrusted to it by the Contracting Authority are properly accounted for at all times. Such Keys must only be used as required and outlined by the Contracting Authority.

Keys must only be issued to approved persons and the issue, and return thereof recorded in the log book provided for that purpose. The list of approved persons will be provided to the contractor at the time of the execution of the contract.

4.2.6 Duty roster to be maintained

The contractor will maintain will maintain and make available to the Contracting Authority, records of duty-hours, and historic and planned duty rosters of guards who are deployed on duty at the Contracting Authority’s locations.
4.2.7 Information to be supplied

The contractor will submit the following management information to the Contracting Authorityas required:

4.2.7.1 Record of attendance of the contractor’s personnel;

4.2.7.2 Record of security incidents;

4.2.7.3 Complete logbooks/diaries;

4.2.7.4 Duty roster;

4.2.7.5 Details of patrol, radio and other checks; and

4.2.7.6 Operating procedures etc. (including any changes).
4.2.8 Geographical area to be covered

The Headquarters is located at Turkeyen, Greater Georgetown, Guyana, on a fenced plot of land that measures 690 feet x 530 feet. There are two major buildings located on the site. The main office building measures 315 feet x 158 feet and consists of two floors. An ancillary building is located to the immediate west of the main building and measures 195 feet x 20 feet in a single storey at ground level.

Importantly, some significant pieces of air conditioning equipment are located on the ground outside of the office building on its immediate western and eastern sides.

Galvanised iron mesh fences are located on the southern, eastern and western sides of the site measuring approximately six feet in height. At the front or northern side of the site is a concrete fence measuring approximately five feet in height.

Surrounding the office building are car-parking areas that form an inter-linked driveway, which simultaneously provide parking for approximately 300 cars. 

The Annex is located lot 13-15 Area ‘F’, Plantation Turkeyen, East Coast Demerara, Guyana; and has five levels and a total internal dimension of 27,500 square feet: levels 2, 3, 4 and 5 have 5520 sq. ft. each, and level 1 (or ground level) has 5420 sq. ft. This excludes 800 square feet of internal space in the two security huts and the two-level utility building situated at the north western section of the site. 

The premise is accessed and egressed via a 600kg capacity elevator and the main stairways. There are also two emergency exits: one of which leads to the roof. The roof can serve as a heliport (for crafts not exceeding five tons) for rescue and evacuation operations.

The roof houses the elevator shaft on the northern side, the air conditioning system, emergency stairs, plastic water tanks, a ½ “water outlet and drainage system.

The official residence is located on a fenced plot of land that measures 69 feet x 80 feet, at Lot 9 Bel Air Springs, East, Coast, Demerara. There is one major building located on the site and consists of two floors. The ground floor measures 2000 square feet and the upper floor measures 1500 square feet. 

4.2.9 Specific Work

The contractor will more specifically:

4.2.9.1 Provide access control to all Contracting Authority owned, leased or controlled facilities and properties located in Guyana by visual inspection of Contracting Authority issued building passes and other approved identification media;

4.2.9.2 Be responsible for opening and closing the Contracting Authority’s buildings as required with the aid of appropriate electronic building system where applicable;

4.2.9.3 Operate the electronically controlled access equipment where installed, and will ensure that ingress and egress to and from the Contracting Authority locations (as set out in the SOP) is restricted to authorized staff and such other persons as are authorized by the Contracting Authority;
4.2.9.4 Receive all visitors to the Contracting Authority locations in a helpful and courteous manner and facilitate contact between the visitor and staff being visited, as well as providing approved information and other forms of assistance as necessary;

4.2.9.5 Ensure that all visitors to the Contracting Authority locations, except members of the Diplomatic Corps, and other VIPs listed by the Contracting Authority and their luggages, handbags and suitcases are properly checked/searched and inspected manually or using a hand-held or walk-through metal detector for prohibited items (e.g. Firearms and other incendiary devices) before allowing them entry to the complex. Where there is any doubt, confirmation on the visitor and purpose of his/her visit is required;

4.2.9.6 Patrol the compounds and perimeters at regular intervals and conduct frequent tours of the premises with the aid of appropriate electronic surveillance system as necessary to monitor security, safety and building systems. The guards should check for the following while patrolling the compounds:

a) Breaks or physical breaches in security, for example the perimeter, windows doors etc., as well as suspicious objects, vehicles, or persons within the immediate close and cartilage of the offices and residences;

b) Doors, windows and all other means of entry and exit to and from the buildings, out of working hours are properly secured at all times; and

c) The guards at their respective posts are visited regularly.
4.2.9.7 Provide fixed posts guards with fully trained and qualified replacements            guards to facilitate comfort, personal needs, meals and other situations               requiring absences from posts;

4.2.9.8 Report unsafe or hazardous conditions requiring immediate remedial                 intervention by maintenance or other personnel;

4.2.9.9 Monitor building occupants and report instances of non-compliance with           procedures to security/safety to Contracting Authority’s responsible officers;

4.2.9.10 Be expected to be on 24-hour call and always operating within quick                  reaction time of the Contracting Authority’s locations should there be the          need for additional guard support;
4.2.9.11 Provide a core of suitable personnel which must include all supervisors and the senior officer/ project manager to be trained to operate and become familiar with the Contracting Authority’s building systems (Fire Alarm, Intrusion Alarm, CCTV system) and Microsoft Outlook;
4.2.9.12 Conduct preliminary and follow-up investigations on incidents and/or complaints as required by the Contracting Authority;
4.2.9.13 Prepare, submit and maintain incident reports for breaches of security and other. Clearly written, legible and accurate reports must be submitted within 24 hours of their occurrence; 
4.2.9.14 Perform personal protection and/or escort duties for the Contracting Authority’s Secretariat staff and delegates to and from the Cheddi Jagan and Eugene F.  Correia International Airports or as otherwise required in accordance with all applicable local requirements and agreed guidelines;
4.2.9.15 Ensure full compliance with in order that no guard works more than the maximum allowable time in a twenty-four-hour period and no more than the maximum allowable days without a break; among other requirements;

4.2.9.16 Provide additional security requirements on request for official functions, in response to threat situations and at residential locations of staff on official travel duty etc. and
4.2.9.17 Work with the Government of Guyana, Public security agencies and other international organisations and missions in Guyana in the furtherance of these duties as approved the Contracting Authority.
4.2.10. Ad Hoc, Emergency and Other Services Requirements


4.2.10.1.
Ad Hoc Requirements: 
The Security Services contractor should have the capability to provide additional guard coverage during special events and emergency situations to protect the Contracting Authority’s facilities, employees, property and guests, when requested by the Contracting Authority’s Security Coordinator.
 
4.2.10.2.
Quick/Emergency Response Team:


The contractor should be able to provide a Quick/Rapid Response Team to respond to the activation of the linked panic/alarm system or call for emergency 24 hours per day, 7 days per week. The role of the response team will be limited to liaison presence, conducting preliminary observations, securing the site and communicating the incidence to the police and/or other emergency services when they arrive.
      4.2.10.3.
Pre-Employment Screening

The contractor must ensure that background investigations into the character and reputation of all guards for this contract are conducted and deemed favourable prior to their attachment to the contract. The contractor not deploy any guards to this contract whose background investigation is not completed and deemed favourable.  Guards deemed favourable basically means that no criminal records were unearthed; neither are there any indications that the guards have indulged in the use of illegal drugs or alcohol on duty. The results of the investigation should be maintained for the duration of the contract and should be readily accessible to the Contracting Authority’s Security Coordinator or any other responsible officer of the Contracting Authority for review. The investigation shall include, as a minimum, the following elements:

a) A check of criminal files, as authorized by local law, at locations where the applicant has lived, worked or gone to school during the last seven years;

b) An employment check going back five years or to the applicant’s 18th birthday, whichever period is shorter, and 

c) A check of at least three personal references.

The contractor is also required to maintain, at a minimum, the following documents in the personnel record of each guard attached to work at the Contracting Authority’s facilities:

a) Individual performance record;

b) Work application and supplemental data (copy of national identity card or other positive form of identification);

c) Background investigation information;

d) Individual training records;

e) Photograph; and

f) One set of fingerprints.

The contractor is further required to update the above documents annually or as more information becomes available.  The information and supporting documents must be made available on request of the Contracting Authority’s security Coordinator.

4.2.11. Training

The contractor shall provide initial training and orientation to all security personnel prior to their assignment to any Contracting Authority’s building, property or locations.

The security guards shall be sufficiently trained, both prior to any deployment and on an ongoing basis, to respect relevant national laws of the country, international humanitarian law and humanitarian rights law and to establish goals to facilitate uniformity and standardization of training requirements. Training could include general and task and context-specific topics, preparing personnel for performance under a specific contract and in a specific environment.

4.2.12. Uniforms

All security guards deployed to perform duties at the Contracting Authority’s locations shall wear the agreed and properly fitted uniforms when on duty.  The contractor shall ensure the security guards possess a sufficient number of uniforms so as to result in a professional appearance. 

4.2.13.
Professional Conduct

4.2.13.1. All Security guards assigned to this contract shall maintain the highest standards of employee competency, conduct, cleanliness and integrity. Assignments shall be performed in accordance with prescribed guard orders to the best of each guard’s ability and in accordance with safe work place policies and practices;

4.2.13.2. The contractor shall remove any of its employees from the Contracting Authority’s locationsupon determination that such employees are found to be unfit for the performance of security duties.  The Contracting Authority reserves the right to direct the removal of any security guard determined to be in non-compliance with the qualifications and standards set forth in the Scope of Works or for any other reason at the Contracting Authority’s sole, exclusive and non-negotiable discretion.  A determination of unfitness may be made from incidents involving violations of General, Post, Supervisory and Special Orders and immediately identifiable types of misconduct or delinquency, without limiting the foregoing right of the Contracting Authorityto have any of the contractor’s Security Services personnel removed for any reason; and 

4.2.13.3. The contractor shall administer disciplinary action, up to and including removal, for those guards who commit the offenses, omissions or derelictions of duties.  All disciplinary actions will be reported to the Contracting Authority’s responsible officer.  

4.2.14.
Emergency Drills
4.2.14.1.   The contractor shall conduct periodic drills and critiques of guard performance to assure an acceptable level of training by security personnel for responses to various emergencies such as intruders, mob violence, bomb threats, medical events, natural disasters and evacuations. These drills should be coordinated with the Contracting Authority to ensure minimum disruption to Contracting Authority’s operations;
4.2.14.2.    The contractor shall ensure that all employees maintain the                                 required state of readiness to respond to these drills and to actual emergencies;
4.2.14.3.    The contractor shall conduct such drills at least each quarter or 

more frequently if directed by the Contracting Authority. The contractor shall conduct some of those drills during hours of darkness;
4.2.14.4.    The contractor shall provide all necessary training materials, classrooms, instructors, and training aids to support initial and         

recurring training of security personnel working under this            contract;
4.2.14.6.    The contractor shall document the nature, scope and results of all drills and provide such records to the Contracting Authority’s responsible officer; and 
4.2.14.6.    The Contracting Authority may provide post specific training for security guards, as deemed appropriate. Post specific training provided by the Contracting Authority shall not be separately involved.
4.2.15. Contract Management and Transition
4.2.15.1. The contractor shall designate a Representative as the focal contact                  
person on all matters relating to this contract;

4.2.15.2. The contractor’s recruitment, hiring and development of personnel                  will be in accordance with applicable rules, regulations and laws                     and the contract;

4.2.15.3. The contractor shall within five working days from the date of the contract award, provide the Contracting Authority with a Program Management Plan. The Plan shall, at a minimum, set forth the names, assignments and duties of all personnel at the supervisor level and above. Tentative schedules for recruiting and training of personnel; schedules and format for monthly and other reporting requirements; and time-keeping, billing and according procedures. This Plan shall become effective when approved by the Contracting Authority in its sole discretion;

4.2.15.4. The contractor shall maintain an ongoing incentive program (human resources policy, benefit package, etc.) to better recruit candidates, deter attrition and promote stability in the work force; and 

4.2.15.5. A copy of all General, Post and Special Order shall be given to the contractor and copies of the Post Order will be maintained at each post. The contractor shall maintain and update all Orders as necessary.
4.2.16. Quality Assurance Program

 4.2.16.1. The contractor shall assure through a Quality Assurance      Program that all personnel assigned to the contract are proficient in the contract requirements, General, Post, Supervisor and Special Orders and other directives, as applicable; 

4.2.16.2.  Each guard shall “sign-in” on the post log when reporting for       duty and “sign-out” when leaving at the end of the work shift;

4.2.16.3.  The contractor shall obtain and maintain all licences and permits that may be required by the laws of Guyana, and it shall meet all applicable laws, rules and regulations;

4.2.16.4.  All substitute security personnel assigned to the Contracting Authority’s locations shall be at least equal in qualifications         and training to regularly assigned personnel, as specified in this Scope of Works.  The contractor shall not assign personnel who have not completed a favourable background investigation;

4.2.16.5.   The contractor’s management personnel, including the Security Supervisor, shall inspect each identified guard post at least twice every eight hours to confirm that the post is properly staffed and that the guards are complying with General, Post and Special Orders.  The contractor shall document each inspection to include the identity of the post, identity of the guard or guards, the date and time of the inspection and any irregularities. Serious infractions and security-related incidents shall be reported immediately by the contractor to the Contracting Authority’s responsible officer. The Contracting Authority’s responsible officer shall be permitted to review these inspection records for completeness and accuracy upon request; 

4.2.16.6
The contractor shall ensure that all guards assigned to this contract will be relieved for breaks necessary for rest, meals and personal hygiene; and

4.2.16.7.   The contractor shall use the attached KPIs (Annex B) to assist in monitoring and documenting performance.

4.2.17. Orientation Meeting

4.2.17.1.
The Contracting Authority’s responsible officer will provide             orientation to the contractor matters unique to Contracting              Authority’s properties and operations and necessary for                   contractor performance. Orientation will be followed by a review   of properties, including buildings to be covered by the contract;  

4.2.17.2.  During orientation, the Contracting Authority’s responsible             officer will provide the contractor with the following documentation and/or information to facilitate the implementation of the guard contract: 

a) Instructions and directives for operation security equipment, if any, furnished by the Contracting Authority under the List of the Contracting Authority’s Furnished Property herein;

b) Instructions pertaining to the location of installed security control equipment and systems, and instructions pertaining to the operation and location of utility cut-off valves, electrical switches, security controls, light switches, generator controls and other equipment, as necessary;

c) The expected duties in relation to the scope of works;

d) Specific policies and procedures for responding to emergency alarms, bomb threats, suspected incendiary devices and other potential threats and hazards; and 

e) Locations of any assembly sites used by the Contracting Authority for its personnel in the event of an emergency or evacuation situation.  The Contracting Authority’s responsible officer will outline the role and responsibilities of the security guards in this effort, as appropriate.
4.2.18. Post Orientation Meeting
4.2.18.1.
Within five working days following the above orientation, the                   parties will meet to exchange information and documents, arrange for the transfer of equipment, establish the schedule for the assumption of security duties and clarify any outstanding issues.
4.2.19. Adjustment of Post/Positions

4.2.19.1. The Contracting Authority reserves the right to require adjustments to the number of posts/positions.  In such a case, any modifications needed to the Guard Schedule and any adjustments that affect the Price Schedule will require a contract modification.

4.2.20. Billing and Payment Terms

4.2.20.1.  The contractor shall submit monthly invoices to the Deputy Programme Manager, Administrative Services, Caribbean Community (CARICOM) Secretariat, no earlier than the 1st day of each month and no later than 5th day of each month for the services rendered in the preceding month. The Contracting Authority processes payments within 30 days of receipt of a correct invoice and certification by the Security Coordinator;

4.2.20.2. The Contracting Authority reserves the right to request adjustments to invoices payments pro rata if the services are not rendered in accordance with the conditions of the contract or any other annexes (e.g. the Guard Schedule).  Furthermore, the Contracting Authority shall not pay any duplicate time spent by the contractor on any assignment as a result of its staff changes or inefficiencies.

4.3.
Project Management


4.3.1.
Responsible Body

The Administrative Services sub-programme of the Contracting Authority’sSecretariat, which is headed by a Deputy Programme Manager, is responsible for the provision of security services. The security management responsibility is assigned to the Contracting Authority’s Security Coordinator.


4.3.2.
Facilities to be provided by the Contracting Authority and/or Other Parties
4.3.2.1.
List of Provider Furnished Property

The following list of Contractor’s furnished security equipment and supplies are considered minimum requirements.

a) Communications Equipment – The contractor shall furnish all communications equipment request for the performance of this contract. Such equipment includes base stations, hand-held units, cellular telephones with credit, and related items that may be required for communication with the contractor’s operations centre by the Security Management, Security Supervisor and guards assigned to the Contracting Authority’s Communications Centre. Maintenance and repair of all such communications equipment will be the responsibility of the contractor. The contractor shall be responsible for obtaining and maintaining any authorizations necessary to operate such equipment         and as required by law or regulations;

b) Miscellaneous Equipment – Security guard to be provided with flashlights, batteries, air horns, whistles, batons, firearms/ammunitions, long boots, raincoat, umbrellas, handcuffs and other miscellaneous security items required by the Contracting Authority under this contract: 

c) Guard Monitoring Devices – The contractor shall furnish and maintain guard monitoring devices at each guard post to validate guard rounds, patrols and other security checks.  The contractor will be responsible for having a sufficient number of these devices to ensure that each post has a device in good operating order.  The contractor shall be responsible for the maintenance and repair of these devices; and /or
d) Direct Phone/Alarm Line (via radio transmitter preferred) with the main security centre of the contractor.

NB: The Contractor shall ensure that it’s assigned officers are adequately supported and equipped. In particular, it must ensure that there is sufficient administrative, secretarial and interpreting provision to enable the officers on the Contracting Authority’s contract to concentrate on their primary responsibilities. It must also transfer funds, required items and other equipment as necessary to support their work under the contract and to ensure that its employees are paid regularly and in a timely fashion.

4.3.2.2.
List of the Contracting Authority’s Furnished Property (Non-Exhaustive)

In addition to Guard huts, desks, chairs, landline telephone/extensions, a computer to facilitate email transmissions that the Contracting Authority would provide to ensure that all security personnel are adequately equipped, the following would also be provided:  

a) Copies of relevant security policies and practices; and

b) For security guard positions located at the main entrance to the Contracting Authority’s Secretariat:

· Closed circuit television system monitor
· System for transmitting fire and intrusion alarms
· An intercommunication system
· Communication with receptionists via telephone
· Area containing a telephone that is for the executive shared use of security personnel 
· Security Metal Detector
· Thermometers

5. LOGISTICS AND TIMING

5.1.
Location

The provision of twenty-four (24) hours Security Services is to be executed at the following locations:

· CARICOM Secretariat’s Headquarters, at Turkeyen, Greater Georgetown, Guyana;

· CARICOM Secretariat’s Annex at 13-15 Area ‘F’, Plantation Turkeyen, East Coast Demerara, Guyana; and

· Official Residence at Lot 9 Bel-Air Springs, Georgetown, Guyana.

Provision of Escort Services en route to and from the Cheddi Jagan International Airport and the Eugene F. Correia International Airport for the Secretary-General, Deputy Secretary-General of the CARICOM Secretariat, and the Secretariat’s Staff on travel duty, as well as delegates of the Caribbean Community.

5.2. Start date & period of implementation of tasks

The intended start date is 1 August 2021 and the period of implementation of the contract will be twenty-four (24) months from this date. 
1. GENERAL REQUIREMENTS

1.1. STAFF
REQUIRED POSITIONS AND GUARD POSTS WITH HOURS/DAYS OF SERVICE

A. CARICOM SECRETARIAT

Address: P.O. Box 10827 Turkeyen, Greater Georgetown, Guyana.

Number of Floors: 2

Number of Buildings: 2

	No.
	Position
	Location
	Function/Responsibilities
	Days per Week
	Hours per Day
	Posts

	1
	Project Manager
	Main Guard Hut (Main Entrance)


	Overall command and management of the guard force. 
Responsible for ensuring that the contractor fulfils its obligation relative to security and escort services agreements and scope of services.
Reports to and liaises with CCS Security Coordinator or designate on matters related to safety and security.

Attends regular and extraordinary meetings with responsible officers of CCS and/or between CCS and FMS and ensure decisions are implemented as agreed. 

Liaise with local law enforcement on matters relating to safety and security.

Ensure all guards on the CARICOM contract receive wages /salaries/ benefits, tools, supplies/equipment in keeping with contract and SOS.
Counsel and coordinate/facilitate disciplinary measures against defaulters.

Maintains accessibility 24 hours per day, 7 days a week, and 365 days a year to address any issues, situations or problems that may occur;
Performs other duties which may be required from time to time to ensure staff and visitor safety and security.
	5

(Monday to Friday. Weekends and holidays excluded except upon request or emergencies.)
	08:00h – 17:00h
	1

	2
	Shift Supervisor -Roving (Armed/Radio)
	Main Guard Hut Supervisor/Access Control
	Reports to and liaises with the contractor’s project manager and CCS Security Coordinator or designate (when required) on matters related to safety and security.

Assist Project Manager with preparation of guard schedules, as well as day to day deployment of guards at required posts at CCS locations and their overall supervision. 
Responsible for ensuring CCS offices are disarmed and opened, as well as secured and armed in keeping with SOPs.
Conduct parade to ensure guards are:

1. Neatly and fully dressed in clean approved uniforms;  

2. Briefed on post orders, screening SOPs and use of required screening equipment for detection of prohibited weapons, body temperature, use of firearms etc;  
3. Briefed and reminded on expected visitors/services providers/contractors and procedures to be used for entry at CCS, as well as scheduled meetings and other CCS engagements;

4. Briefed on guidelines for use of personal cellular phones while on duty.

Ensure all guards on duty adhere strictly to Government of Guyana and CCS COVID-19 guidelines.  

Conduct periodic surveillance of CCS inner/outer perimeters and installations for detection of physical breaches, suspicious objects, vehicles, persons etc. and approved interventions.
Conduct regular checks on guards on duty at various post to ensure that they are alert on post and undertaking their duties as required
Ensure all events to be logged are legibly and accurately entered into the appropriate log book. Required details must be included in the entry at all times and in keeping with proper recording keeping procedures.

Monitor areas under CCTV surveillance.

Ensure the Community’s flags are in proper condition and handled in accordance with protocols.

Ensure all incidents are reported and reports submitted in accordance with SOPs.

Ensure all guard articles/ equipment/tools and client articles and equipment are in good working order at all times.
Perform other duties as delegated by the Project Manager.
	7 

(Sunday to Saturday/daily)
	00:00h – 23:59:59h
	

	3
	Junior Shift Supervisor/ Senior Security Guard (Baton/Radio)
	Main Guard Hut Supervisor/Access Control (Post 1)
	Overall daily supervision of guards on shift at Post 1.
Ensure CCS member states, associate member states flags and CC standard are hoisted and lowered in accordance with SOPs and ensure approved adjustments in order etc are implemented.
Ensure guards remain neatly and fully dressed in clean approved uniforms for duration of shift;  

Ensure applicable post orders and screening are carried out in accordance with SOPs and required screening equipment for detection of prohibited weapons, body temperature is used as prescribed
Ensure all visitors, services providers etc. are received in a helpful and courteous manner and facilitate contact with officials;

Ensure guards remain alert at posts while on duty and properly relieved after work or for approved breaks; guards and ensure that posts are covered and guards are alert during shift. 

Ensure guards are appropriately outfitted in PPEs when required.

Ensure all guards on duty adhere strictly to government of Guyana and CCS COVID-19 guidelines.
Ensure guards comply with guidelines on use of personal cellular phones while on duty.
Conduct periodic surveillance of CCS inner and outer perimeter.

Assist with the operations of entry/exit gates and screening of persons when required. 

Ensure all events to be logged are legibly and accurately entered into the appropriate log book. Required details must be included in the entry at all times and in keeping with proper recording keeping procedures.
Perform other duties as delegated by the Shift Supervisor and/or Project Manager.
	7 

(Sunday to Saturday/daily)
	00:00h – 23:59:59h
	

	4
	Security Guard (Baton/Radio)
	Main Entrance Access Control/Processing Area. (Post 1)
	Wear clean and well ironed approved uniforms. Be neatly dressed and well groomed.

Wear PPEs when required.

Attend parade and briefing sessions.
Follow all SOPs, guidelines and post orders strictly.
Remain alert at all times while on duty at post.
Conduct surveillance and report any unusual situation/activity/smell/sound etc

Adhere strictly to government of Guyana and CCS COVID-19 guidelines.
Be helpful and courteous to all CCS visitors, staff and security colleagues.
Perform other duties delegated by supervisors and project manager.
	6

(Monday to Saturday) Holidays/Days CCS declares closed exempted


	08:00h – 18:00h
	

	
	Security Guard (Baton/Radio)
	Main Entrance Access Control/Processing Area. (Post 1)
	Wear clean and well ironed approved uniforms. Be neatly dressed and well groomed.

Wear PPEs when required.

Attend parade and briefing sessions.

Follow all SOPs, guidelines and post orders strictly.

Remain alert at all times while on duty at post.

Conduct surveillance and report any unusual situation/activity/smell/sound etc

Adhere strictly to government of Guyana and CCS COVID-19 guidelines.
Be helpful and courteous to all CCS visitors, staff and security colleagues.

Perform other duties delegated by supervisors and project manager.
	5
(Monday to Friday) Holidays/Days CCS declares closed exempted


	08:00h – 18:00h
	

	
	Security Guard

(Baton/Radio)
	Main Gate Access Control (Post 1)
	Wear clean and well ironed approved uniforms. Be neatly dressed and well groomed.

Wear PPEs when required.

Attend parade and briefing sessions.

Follow all SOPs, guidelines and post orders strictly.

Remain alert at all times while on duty at post.

Conduct surveillance and report any unusual situation/activity/smell/sound etc

Adhere strictly to government of Guyana and CCS COVID-19 guidelines.
Be helpful and courteous to all CCS visitors, staff and security colleagues.

Physical and written take over and hand over of post and articles.

Perform other duties delegated by supervisors and project manager.
	7

(Sunday to Saturday/daily)
	00:00h – 23:59:59h
	


	7
	Security Guard
	Northwest Guard Hut (Post 2)
	Attend parade and briefing sessions.

Follow all SOPs, guidelines and post orders strictly.

Remain alert at all times while on duty at post.

Conduct surveillance in zone and report any unusual situation/activity/smell/sound etc

Take over and account for all properties at post and zone.

Take over and maintain clean post and surrounding.

Adhere strictly to government of Guyana and CCS COVID-19 guidelines.
Be helpful and courteous to all CCS visitors, staff and security colleagues.

Physical and written take over and hand over of post and articles.

Perform other duties delegated by supervisors and project manager.
	7

(Sunday to Saturday/daily)
	00:00h – 23:59:59h
	1

	8
	Security Guard 
	Southwest Guard Hut (Post 3)
	Attend parade and briefing sessions.

Follow all SOPs, guidelines and post orders strictly.

Remain alert at all times while on duty at post.

Conduct surveillance in zone and report any unusual situation/activity/smell/sound etc

Take over and account for all properties at post and zone.

Take over and maintain clean post and surrounding.

Adhere strictly to government of Guyana and CCS COVID-19 guidelines.
Be helpful and courteous to all CCS visitors, staff and security colleagues.

Monitor generator when operational and take approved actions in event of emergency.

Monitor garbage collection by contractor and take approved action to prevent unauthorised removal of CCS assets/property.

Physical and written take over and hand over of post and articles.

Perform other duties delegated by supervisors and project manager.
	7

(Sunday to Saturday/daily)
	00:00h – 23:59:59h
	1

	9
	Security Guard (Armed)
	Southeast Guard Hut (Post 4)
	Attend parade and briefing sessions.

Follow all SOPs, guidelines and post orders strictly.

Remain alert at all times while on duty at post.

Conduct surveillance in zone and report any unusual situation/activity/smell/sound etc

Take over and account for all properties at post and zone.

Take over and maintain clean post and surrounding.

Adhere strictly to government of Guyana and CCS COVID-19 guidelines.
Be helpful and courteous to all CCS visitors, staff and security colleagues.

Physical and written take over and hand over of post and articles.

Perform other duties delegated by supervisors and project manager.
	7

(Sunday to Saturday/daily)
	00:00h – 23:59:59h
	1

	10
	Security Guard
	Northeast Guard Hut (Post 5)
	Attend parade and briefing sessions.

Follow all SOPs, guidelines and post orders strictly.

Remain alert at all times while on duty at post.

Conduct surveillance in zone and report any unusual situation/activity/smell/sound etc

Take over and account for all properties at post and zone.

Take over and maintain clean post and surrounding.

Adhere strictly to government of Guyana and CCS COVID-19 guidelines.
Be helpful and courteous to all CCS visitors, staff and security colleagues.

Physical and written take over and hand over of post and articles.

Perform other duties delegated by supervisors and project manager.
	7

(Sunday to Saturday/daily)
	00:00h – 23:59:59h
	1

	
	Security Guard
	West Guard Hut/ Exit Entry Gate (Post 6)
	Attend parade and briefing sessions.

Follow all SOPs, guidelines and post orders strictly.

Remain alert at all times while on duty at post.

Conduct surveillance in zone and report any unusual situation/activity/smell/sound etc

Take over and account for all properties at post and zone.

Take over and maintain clean post and surrounding.

Adhere strictly to government of Guyana and CCS COVID-19 guidelines.
Be helpful and courteous to all CCS visitors, staff and security colleagues.

Physical and written take over and hand over of post and articles.

Perform other duties delegated by supervisors and project manager.
	7

(Sunday to Saturday/daily)
	06:00h – 18:00h
	1

	
	Security Guard (Armed/Radio)
	Main Gate Access Control (Post 7)
	Attend parade and briefing sessions.

Follow all SOPs, guidelines and post orders strictly.

Remain alert at all times while on duty at post.

Conduct surveillance in zone and report any unusual situation/activity/smell/sound etc

Take over and account for all properties at post and zone.

Take over and maintain clean post and surrounding.

Adhere strictly to government of Guyana and CCS COVID-19 guidelines.
Be helpful and courteous to all CCS visitors, staff and security colleagues.

Physical and written take over and hand over of post and articles.

Perform other duties delegated by supervisors and project manager.
	7

(Sunday to Saturday/daily)
	00:00h – 23:59:59h
	1

	                  TOTAL
	7


B. CARICOM SECRETARIAT ANNEX

Address: 13-15 Area ‘F’, Plantation Turkeyen, Greater Georgetown, Guyana.

Number of Floors: 5

Number of Buildings: 2

	No. 
	Position
	Location
	Function
	Days per Week
	Hours per Day
	Posts

	1
	Shift Supervisor -Roving (Armed/Radio)
	Supervisor/Access Control Main Entrance/Front Gate (Post 1)
	Reports to and liaises with the contractor’s project manager and CCS Security Coordinator or designate (when required) on matters related to safety and security.

Assist Project Manager with preparation of guard schedules, as well as day to day deployment of guards at required posts at CCS locations and their overall supervision. 

Responsible for ensuring CCS offices are disarmed and opened, as well as secured and armed in keeping with SOPs.

Conduct parade to ensure guards are:

1. Neatly and fully dressed in clean approved uniforms;  

2. Briefed on post orders, screening SOPs and use of required screening equipment for detection of prohibited weapons, body temperature, use of firearms etc;  

3. Briefed and reminded on expected visitors/services providers/contractors and procedures to be used for entry at CCS, as well as scheduled meetings and other CCS engagements;

4. Briefed on guidelines for use of personal cellular phones while on duty.

Ensure all guards on duty adhere strictly to Government of Guyana and CCS COVID-19 guidelines.  

Conduct periodic surveillance of CCS inner/outer perimeters and installations for detection of physical breaches, suspicious objects, vehicles, persons etc. and approved interventions.

Conduct regular checks on guards on duty at various post to ensure that they are alert on post and undertaking their duties as required
Ensure all events to be logged are legibly and accurately entered into the appropriate log book. Required details must be included in the entry at all times and in keeping with proper recording keeping procedures.

Monitor areas under CCTV surveillance.

Ensure the Community’s flags are in proper condition and handled in accordance with protocols.

Ensure all incidents are reported and reports submitted in accordance with SOPs.

Ensure all guard articles/ equipment/tools and client articles and equipment are in good working order at all times.
Perform other duties as delegated by the Project Manager.
	7

(Sunday to Saturday)
	00:00h – 23:59:59h
	1



	2
	Security Guard Baton/Radio
	Main Entrance Access Control/ Processing Area. (Post 1)
	Attend parade and briefing sessions.

Follow all SOPs, guidelines and post orders strictly.

Remain alert at all times while on duty at post.

Conduct surveillance in zone and report any unusual situation/activity/smell/sound etc

Take over and account for all properties at post and zone.

Take over and maintain clean post and surrounding.

Adhere strictly to government of Guyana and CCS COVID-19 guidelines.
Be helpful and courteous to all CCS visitors, staff and security colleagues.

Physical and written take over and hand over of post and articles.

Monitor areas under CCTV surveillance with aid of CCTV system and report all unusual observations to supervisor.

Perform other duties delegated by supervisors and project manager.
	7

(Sunday to Saturday)
	00:00h – 23:59:59h
	

	3
	Security Guard Baton/Radio
	North East Guard Hut/ Exit Gate (Post 2)
	Attend parade and briefing sessions.

Follow all SOPs, guidelines and post orders strictly.

Remain alert at all times while on duty at post.

Conduct surveillance in zone and report any unusual situation/activity/smell/sound etc

Take over and account for all properties at post and zone.

Take over and maintain clean post and surrounding.

Adhere strictly to government of Guyana and CCS COVID-19 guidelines.
Be helpful and courteous to all CCS visitors, staff and security colleagues.

Physical handing and taking over of post.
Physical and written take over and hand over of post and articles.

Perform other duties delegated by supervisors and project manager.
	7

(Sunday to Saturday)
	00:00h – 23:59:59h
	1

	            TOTAL POSTS
	2


C. THE OFFICIAL RESIDENCE OF THE DEPUTY SECRETARY-GENERAL

Address: 9 Bel Air Springs, East, Coast, Demerara, Guyana. 

Number of Floors: 2

Number of Buildings: 1

	No.
	Position
	Location
	Function
	Days per Week
	Hours per Day
	Total

Posts

	1
	Armed/Radio Security Guard
	Access Control Main Entrance/ Front Gate
	Attend parade and briefing sessions.

Follow all SOPs, guidelines and post orders strictly.

Remain alert at all times while on duty at post.

Conduct surveillance in zone and report any unusual situation/activity/smell/sound etc

Take over and account for all properties at post and zone.

Take over and maintain clean post and surrounding.

Adhere strictly to government of Guyana and CCS COVID-19 guidelines.
Be helpful and courteous to all CCS visitors, staff and security colleagues.

Physical and written take over and hand over of post and articles.

Monitor areas under CCTV surveillance with aid of CCTV system and report all unusual observations to supervisor.

Perform other duties delegated by supervisors and project manager.
	7

(Sunday to Saturday)
	00:00h – 23:59:59h
	1

	             TOTAL
	1


6.2. QUALIFICATIONS
6.2.1 
Professional Capacity the Prospective Bidders

The Contracting Authority requires that all prospective security firms/companies desirous of submitting proposals for the security services as outlined, be experienced in managing similar projects in size and scope, such as international and other foreign missions/diplomatic organizations/embassies, commercial banks, shopping malls/centres etc.

6.2.2
Security Provider’s Project Management Representative 
Qualifications:

(a) Minimum education requirement: the equivalent of a University 
Diploma;

(b) Minimum 8 years of police, security or military experience;

(c) Excellent oral and written communications skills and proficient in 
Microsoft Office Suite;

(d) Minimum of 3 years of experience in supervisory/managerial 
positions; and

(e) Minimum of 5 years of experience in dealing/liaising with 
international and government organizations.

6.2.3
Site Security Supervisors
Qualifications:

(a) Minimum education requirement: the equivalent of a Completed 
Secondary School education;

(b) Minimum of 3 years of supervisory experience;

(c) Minimum of 4 years of work experience as a security guard;
(d) Good oral and written communication skills and proficient in word processing, Microsoft outlook and spread sheets. 

(e) Good leadership skills and ability to exercise good judgement in self-defence, report writing, occupational safety, threat evaluation, emergency and bomb threat response, protection of information, responding to emergencies, fire prevention and protection, legal aspect of providing security services, and radio/telephone communications.

6.2.4
Unarmed Guards


Qualifications:

(a) Minimum of 2 years of experience in the same field of work with a reputable international organization; and 

(b) Trained at a minimum to have/shoe proficiency/knowledge in public relations, self-defence and minimum force, radio communication, access control, searching techniques, basic firefighting and basic occupational safety.

6.2.5
Armed Guards


Qualifications:

(a) Minimum of 2 years of experience in the same field of work with a reputable international organization; and 

(b) Trained at a minimum to have/shoe proficiency/knowledge in public relations, self-defence and minimum force, radio communication, access control, searching techniques, basic firefighting and basic occupational safety.
6.3 FORMAT OF PROPOSAL RESPONSE
In order to facilitate the evaluation of all proposals in the same manner, each Offeror must submit a proposal that corresponds to the order and content of this section. The Offeror should ensure that its proposal clearly explains all the issues listed and addressed in this section. In responding, it is at the discretion of the Offeror to expand upon topics. 

Each proposal should contain the following response sections:


6.2.1 Management Plan: this section should provide corporate orientation to include the year and country of incorporation and a brief description of the contractor’s present activities. It should focus on services related to the proposal. 

 This section should also describe the organization’s unit/ units that will become responsible for the contract and the general management approach towards a project of this kind. The contractor should comment on its experience in similar projects and identify the person/ persons representing the contractor in any future dealing with the contracting authority.

6.2.2 Resource Plan: this should fully explain the contractor’s resources in terms of              personnel and facilities necessary for the performance of this requirement. It should describe the contractor’s current capabilities and facilities and two recent financial statements.
6.2.3 Detailed project approach.

6.2.4 Detailed staffing plan.

6.2.5 Detailed description of how Offeror’s proposed services meets or excedes the              mínimum requirements as highlighted in this document.
6.2.6 Contact (telephone/mobile) numbers and office address(es) that the Offeror would use for the  duration of its contract with the Contracting Authority.

6.2.7 Brief summary description of Offeror’s experience and qualifications to perform these services along with its understanding of the Contracting Authority’s requirements as outlined in this  RFP.

6.2.8 Resume of the Project Manager and key personnel that would be assigned to the          Contracting Authority’s account if the Offeror were selected for contract award.          Listing of the relevant experience of assigned personnel that directly relate to the services required under this RFP.

6.2.9 Three recent client references, including company name, contact person, title and telephone numbers, where Offeror has provided similar services in scope and magnitude as being offered to the Contracting Authority. Provision of reference constitutes permission to the Contracting Authority to contact them.
6.2.10 Number of years your company has been providing security guard services.

6.2.11 Number of employees providing security guard services.

6.2.12 Provide a copy of your license to provide security guard service in Guyana.
6.2.13 Identify any subcontractors or teaming partnerships required to support the                  Contracting Authority’s requirements. In the event the subcontractors or teaming partners are required, provide details  of the relationship and role.

6.2.14 Technical Requirements/Prerequisite:

6.14.1. Performance standards: Provide a quantifiable set of performance standards (i.e. turnover, percentage of overtime, employee tenure for the security guard services.

 
6.14.2 Measurement and Reporting: Provide a proposed system of measurement and reporting on the Performance Standards.

      
6.14.3 Rules of Escalation/Chain of Command: Provide a detailed escalation path including whom the Contracting Authority will contact in the event that                    Performance Standards are not met or need to be modified.
6.2.15 Transition Plans:

6.15.1. Transition - In Plan: Provide a detailed plan explaining how   your organization will transition into a new contract with minimal disruption. This transitivo plan should address operational and human resource issues. Explain the specific roles of personnel assigned to effect the transition in plan, and                                                 provide appropriate resumes.

6.15.2.
 Transition-Out Plan: Provide a detailed plan explaining   how  your                                       organization will transition out of the contract with minimal disruption to                              the Contracting Authority’s Secretariat system.
6.2.16. Human Resources System: Indicate what resources are available in the local office    
to support the following and describe each program:

6.16.1 Security guard recruiting.

6.16.2 Training.

6.16.3 Payroll processing.

6.16.4 Benefits package.

6.16.5 Human resource administration.

6.2.17 Career Progression Plan: Describe the career path of a security guard working with the company.

6.2.18 Confirm that your minimum assignment hiring requirements for security officers consist of the following to be done at no charge to the Contracting Authority. Please clearly identify and explain any exceptions:

           

6.18.1 
Completed primary education.

6.18.2
Written English ability to read and understand.

6.18.3
Two-year Minimum security-related experience.

6.18.4
A minimum of two personal references (not relatives) checked during background screening process.

6.18.5 No criminal convictions.
6.2.19 Personnel Documentation - Employment applications, including results of                   verification of employment, reference checks, licensing, criminal history                      verifications, drug screening, physical examinations and language proficiency. Please  note that the Contracting Authority reserves the right to such documentation of individual guards prior to the guard entering the Contracting Authority property or a staff members residence. The documents described above are to be maintained in the  files of the contractor and provided to the Contracting Authority upon request.

6.2.20 Certification in writing that all employment prerequisites have been completed prior   to employees accessing the Contracting Authority’s property.

6.2.21 Confirm that your minimum training requirements for security guard assigned to the Contracting Authority locations (contractor supplied) includes, at a minimum, the following at no charge to the Contracting Authority. Please clearly identify and explain any exceptions:

6.21.1.  Fire safety, including detection, prevention of fires, use of emergency fire-fighting equipment, and evacuation procedures.

6.21.2  Operate hand held or arch-type metal detector provided by the    Contracting Authority for its offices.

6.21.3  Mail screening procedures.

6.21.4  Operate Fire and Intrusion Alarm Systems

6.21.5  Maintain the guard log book.

6.21.6  Access control as outlined in the post orders approved before hand by the Contracting Authority.
6.21.7  Observation and reporting.

6.21.8  Guard tactics and emergency response procedures.

6.21.9  Basic First-Aid.
6.21.10 Personal bearing and conduct.
6.21.11 Communication using contractor and/or Contracting Authority supplied equipment.
6.21.12 Each guard must be able to compose reports that convey complete information.
6.21.13 Bomb threats and how to evacuate personnel when required. Instructions to be provided by the Contracting Authority.

6.21.14 Yearly refresher fire recognition and fire extinguisher training.
6.21.15 If armed, weapons skills, to include live fire exercises.
6.21.16 Rules of engagement, if armed.
6.21.17 Prevention versus apprehension the importance and effectiveness of using proper techniques to prevent losses and incidents.
6.21.18 Use of force: the legal use of force by private security and the civil and                       criminal consequences of excessive use of force.
6.21.19 Search, seizure, and powers of arrest procedures the security guards limited legal authority to make arrest, when arrest may be carried out, proper arrest procedures, and the civil and criminal consequences of false arrest.

6.2.22
Confirm that your guard uniform consists of the following at a minimum, and that your company will supply uniforms, at no personal charge to the individual guards. All  uniforms must be tailored to fit properly. Please clearly identify and explain any  exceptions. State how many sets of the basic uniform items are provided to each guard:

6.22.1 Pants or skirt.

6.22.2 Collared shirt (can be polo-type short sleeve shirt).

6.22.3 Hat (can be baseball-type) or beret.

6.22.4 Appropriate footwear.

6.22.5 Rain jacket (a jacket can be left at the guardhouse and shared by guards).

6.2.23
Confirm that your guards are supplied with the following basic equipment at no charge to the Contracting Authority. Please clearly identify and explain any exceptions:

6.23.1 Flash light (maglite-type; contractor will supply batteries as needed).

6.23.2 Baton and baton belt.

6.23.3 Pens, pencils, rulers, ledgers.

6.23.4 Umbrella.

6.23.5 Handheld radio and charger or cellular phone and charger for communicating with guard headquarters. Specify what form of communication is provided to each guard.

6.2.24
Please identify and describe each component of your compensation package, which must include at a minimum, but is not limited to, the following:

6.24.1 Wage/salary.

6.24.2 Medical (some form of group medical insurance is required).

6.24.3 Vacation.

6.24.4 Sick leave.

6.2.25
Value-added Services: Provide information on ancillary services your company may provide, such as criminal investigation, executive protection, background checks, installation and monitoring of burglar alarms, fire alarms, and CCTV systems.

6.2.26
Provide the following Cost Proposal.
Time and materials

6.26.1
Itemized costs; provide this chart for each level of staff you plan to provide under this contract, and how many staff at each rate. Also, please list any incidental or other costs or fees not listed here that you would charge to the Contracting Authority.

6.26.2 Provide the hourly cost for an extra guard (armé and unarmed) to assist with access control and security during specific events at the Contracting Authority’s Secretariat office on an as needed basis. Please state how much advance notice is required for the provision of such extra personnel.

6.26.3 Confirm the time period for which the rates quoted above will be held firm. Any proposed future increase in the cost of services will be negotiated by the Contracting Authority and the contractor, and will require the contractor to provide an updated cost justification breakdown.

6.26.4 State the Offeror’s assumptions regarding any facilities, resources, or services it expects the Contracting Authority to provide for the successful completion of this project. 
7. REPORTS

7.1. 
Reporting requirements

The Contractor will submit the following reports in English in one original and one copy:

7.1.1.
Report on all disciplinary actions when completed, with respect to security personnel attached to the contract;

7.1.2.
Biannual Security Assessment of the Contracting Authority’s Secretariat, and  the general operating environment;

7.1.3.
Background reports on security personnel attached to the contract at least one week prior to attachment of security personnel to the contract;

7.1.4.
Immediate reporting on all unusual incidents. When it appears that immediate action is required concerning any incident that arises, the Project Manager, guard supervisor, the security staff on duty and the Security Coordinator will be notified at once;
7.1.5.
Security Incidents report;

7.1.6.
Incident reports in all cases where an incident arises which is not of a routine nature.  The report will be available to the Security Coordinator within 24 hours or the morning of the next business day, whichever is soon, after the incident;

7.1.7.
Monthly performance report based on key performance indicators; and

7.1.8.
Quarterly critical equipment assessment. 

NB: It is important that all available information be recorded. Frequently, this is the sole source of information on which a more complete investigation can be based. Accuracy is a prime importance in all cases. Where feasible, security staff shall obtain and note the full name, complete date of birth and contact information of any personnel (Except the personnel of the Contracting Authority’s Secretariat, guard company or police) referred to in an incident report.

An incident report will be prepared as a supplemental report to the required entries in the post log. In no case will they be used in lieu of an entry in the post log.

7.2. 
Submission and approval of reports

The report referred to above must be submitted to the Project Manager identified in the contract. The Project Manager is responsible for approving the reports.

2. MONITORING AND EVALUATION

2.1. Contract Management and Performance Measurements

IMPORTANT TIP: The Secretariat must take an active role in measuring and managing the performance of the Security Services Provider. The tool offered below may be used to assist the Secretariat in measuring and enforcing compliance with contractual requirements. 

Tool - Key Performance Indicators for Security Services Provider Performance: KPIs are intended to be addressed in broad categories looking at the overall performance of the Security Services Provider over the course of the month. The following clauses may apply for services and equipment required to be provided by the Security Services Provider, as referenced in the Scope of Work.
a. Acceptable Levels of Performance. The contract is a key element of the Secretariat management. The security of the Secretariat’s personnel and property demands that the Security Services Provider comply fully with the contract terms and conditions. The Secretariat monitors the Security Services Provider’s performance for this purpose.
b. Failure to Provide Services. The Security Services Provider may only bill for hours worked. For an unmanned post, not only is the Security Services Provider prohibited from billing for such services, but the Secretariat may assess a further deduction due to the serious breach of security created by the unmanned post as shown in the matrix displayed in Annex B.
c. When the Security Services Provider fails to provide the services required by this contract, the Secretariat reserves the right to assess a deduction for each instance of unacceptable performance or non-performance as described in Annex B. The Secretariat may deduct the amounts from the next monthly invoice payment.

d. Deduction for Unacceptable Performance. The deductions described in the matrix are for billed service not performed in accordance with acceptable quality standards, resulting in:

· the degradation in value of those services, and
· the anticipated loss of administrative time and cost in dealing with performance deficiencies. 

e. Computation of Secretariat Deduction Rate. The deduction value is based on the estimated cost for the Secretariat to provide that service in the absence of a contract employee or the additional administrative time for the Secretariat. Deduction rates are quoted in Guyana dollars.

f. The acceptance quality and deduction guidelines do not imply that the Security Services Provider may knowingly perform in a defective manner. Defective performance may cause the Secretariat to incur additional expenses with regard to the services or cause the Secretariat to withhold payment for service not properly or satisfactorily performed. When the Secretariat observes deficient performance, as identified in the items listed in the matrix, the Secretariat will immediately notify the Security Services Provider and may invoke the deduction value for that deficiency.    

ANNEX A to Scope of Work: General Guard Instructions and Orders
CARICOM SECRETARIAT, TURKEYEN, GEORGETOWN,

GUYANA SECURITY STAFF GENERAL INSTRUCTIONS

1. PURPOSE:
1.1    General Instructions: The General Instructions for the provide orders and directions for general application by all members of the security staff at all posts. Each member of the security staff are required to be conversant with these instructions apply them accordingly. These orders must not be amended, modified or revised without the written authority of the Secretariat.

1.2 Failure to comply with any of the General Instructions will result in the permanent removal of the delinquent security staff from the contract. 
2. MISSION
2.1 The primary mission of the security staff is to provide safety and protection for all staff members and other building occupants of the Secretariat, as well as to protect the Secretariat’s facilities and equipment from damage or loss due to a malicious act. The security staff will carry out specific tasks as outlined in these instructions and individual Site Specific Post Orders in case of an emergency.

3. MANNER OF PERFORMANCE OF DUTY AND UNIFORM:
3.1 Security staff are required to be courteous yet firm, efficient and tactful at all times in the execution of their duties. Security staff must not engage in       arguments with any person and must refer disagreements and       misunderstandings to their Supervisor and the Security Coordinator. 
3.2 Security staff must maintain a neat and clean appearance and be fully dressed in the prescribed guard uniform and equipment while on duty at all times. Uniforms must be neat and serviceable, without rips, tears, patched, holes or other discrepancies. Security staff must also maintain a high standard of personal hygiene. Assigned equipment shall be presentable and functioning. Guards will maintain their post in a neat and tidy manner. The guards and post will remain subject to inspection by the Security Coordinator at any time.
3.3 The security staff must not participate in or support any activities which would be disruptive to the performance of their duties or would decrease the efficiency of the guard force operation. 
3.4 The security staff will perform only those security duties identified by the Security Services Provider and the responsible officers of the Secretariat. Guards will not perform any other non-security related or unauthorized functions during duty hours or acts which distract the guard from his/her intended purpose.
3.5 Where appropriate, security staff will maintain, in a neat, orderly and legible fashion, all logbooks, ledgers, record books, incident reports or any other written record of duties performed or of any security event.
3.6 The security staff will not offer or divulge any information about the Secretariat’s operations or personnel to anyone. Guards will report immediately to their Supervisor and the responsible officer of the Secretariat after any attempt by individuals to solicit information regarding the Secretariat personnel or facilities. Reports will be given verbally and through official incident reports.
3.7 The relief security staff will take complete charge of duties from the guard being relieved, including the post logbooks and all other equipment maintained at the post. Security staff must not abandon their post until properly relieved.
3.8 Security staff will brief and pass on any special instructions to their relief guard concerning outstanding or significant events that occurred during the previous shift.
3.9 Security staff will be alert to their surroundings and immediately report to their supervisor any suspicious activity/ies which may be vehicles or individuals acting in a suspicious manner.
3.10 Security staff will control access to Secretariat facilities and properties, protect life, maintain order and resist criminal attacks against staff, visitors and property. In addition, guards will, as outlined in Site Specific Post Orders, resist any other form of violent attacks, including terrorist attacks, against the same, all in accordance with the established procedures and/or training. 
3.11 Security staff will intercept, identify and make the proper log of entries for visitors and other appropriate persons to the Secretariat’s facilities. Further, Security staff will conduct inspections of persons, property and vehicle; confiscate unauthorized items; and issue appropriate access control grounds to established policies. Prohibited items (including explosive devices, flammable liquids, firearms and edged weapons) are never allowed into the Secretariat or on the Secretariat’s property without express approval from the Secretariat’s responsible officer.
3.12 Security staff will ensure that only authorized persons displaying a valid form of identification and legitimate visitors enter the area they are assigned to protect. Guards will not hesitate to challenge persons who do not have proper identification or who attempt to avoid specified access control procedures or policies.

3.13 Guard personnel will conduct periodic, non-routine inspections of their area of responsibility and immediately report any unusual incidents or circumstances, or emergency situation to their Supervisor and the Secretariat’s responsible officer.

3.14 Security staff will maintain a high standard of professionalism and discipline while on duty. They will not use abusive language, be late for work or be inattentive. Security staff will not act in any manner detrimental to the reputation of their company or the Secretariat.

3.15 Security staff at the Secretariat’s facilities must be able to demonstrate a    working knowledge of the Secretariat’s emergency action plans (fire, bomb, intruder, etc.). Basic training in emergency action response will be the responsibility of the Security Services Provider. 
3.16 Security staff will comply with all orders of instructions given to them by their supervisors and the Secretariat’s responsible officer.
3.17 Security staff will not abuse their authority for personal or monetary gain.

3.18 Security staff will not gamble or engage in any illegal activity while on duty or in uniform.
3.19 Security staff shall not loiter or be present at any post outside their regularly scheduled shift hours.

4. GUARD CONDUCT:
4.1    General and Site-Specific Post Orders. The Security staff will follow the General Instructions and the Site-Specific Post Orders for each guard post.

4.2 Report for Work. Security staff will be punctual in reporting for duty at the start of each shift. Oncoming guards will report to their posts on time and prepared to assume duties at their assigned posts.

4.3 Honesty. The Security staff will not remove any item from an office, room, residence or facility, except under the direction of his or her supervisor or the Secretariat’s Security Coordinator. 
4.4 Proper Use of Official Time. Security staff will remain alert and vigilant at all times. They will not nap or sleep, engage in personal conversations in person or on the telephone, read newspapers, watch TV, listen to the radio or attend to any other personal business during duty hours WHILE ON POST. Engaging in any of these activities may be cause for immediate removal from the Secretariat’s property.
4.5 Responsibilities for Assigned Uniforms and Equipment. Security staff are responsible for the uniforms and equipment to them and for property in their custody. The Security staff will wear clean, neat and complete uniforms while on duty.

Any discrepancies will be subject to corrective action by the Secretariat’s Security Coordinator.

4.6 Support of the Secretariat and Government of Guyana Relations. The Security staff must not become involved in activities which would prompt public criticism or cause discredit or interference with the Secretariat and Government of Guyana relations.
4.7 Personal Activity on Post. Security staff will not engage in any unofficial business on post (i.e. soliciting, canvassing, peddling, sales promotion of a commercial item, loan money for interest, etc.). Any discrepancies will be subject to corrective action by the Secretariat’s Security Coordinator. 

4.8 Sexual Harassment. Security staff will not engage in any conversation or activity which may be interpreted as sexual harassment against members of the same or opposite sex.

4.9 Countermanding of Orders. Any countermanding of instructions by anyone other than the Security Coordinator or another designate must be reported to a Supervisor and the Security Coordinator.

4.10 Guard Post Logs. Security staff will maintain the post log upon assuming duty during the time assigned and at the time of relief as prescribed in the General Instructions.
4.11 Incident Reports. Security staff will immediately prepare an incident report after observing a security incident and forward the report to the Secretariat’s Security Coordinator or designee. The incident report is given to the Supervisor during post inspection. Guards must report any possible security incident and anything requested by the Security Coordinator.

4.12 Report to the Security Coordinator. Security staff Guards will report immediately to the Security Coordinator, through the supervisor, any attempt to elicit information regarding the Secretariat or its staff.

4.13 Surveillance Detection. Security staff will be aware of surveillance attempts directed at the Secretariat’s facilities and staff. Information regarding surveillance will be entered in the logbook and an incident report will be prepared. The Supervisor and the Secretariat’s Security Coordinator will be notified immediately.

5. ALCOHOLIC BEVERAGES, NARCOTICS AND DANGEROUS DRUGS:
5.1  The drinking of intoxicating beverages on duty or eight hours prior to assuming duty by security staff personnel is prohibited. Any security staff who is incapacitated or who has consumed alcoholic beverages during this period will not be posted on duty. Security staff will not drink alcoholic beverages on duty, off duty while in uniform or in the environment of the Secretariat’s facilities.
5.2 Relief by an intoxicated security staff is prohibited. Security staff must not allow themselves to be relieved and will immediately notify their supervisor if a guard has reason to believe that their relief is intoxicated.
5.3 The use of controlled substances, such as narcotics or dangerous drugs (e.g. marijuana, cocaine, etc.) at any time by members of the security staff is strictly prohibited. Any security staff who is observed using or is in possession of any controlled substance shall be removed from the Secretariat’s contract with immediate effect. 
5.4 When security staff is required to take medication on the order of his/her physician, the supervisor must be notified. If it is determined that such medication may adversely affect the security staff’s ability to perform his/her duties, the security staff will be prohibited from being assigned to a post.

6. POST LOGS:
6.1 Each security staff post has a post log, provided by the Security Services Provider. Post logs provide specific instructions relating to the guard service to be provided at the guard post. It is the responsibility of each security staff assigned to maintain the post log in the following manner:
6.1.1 Upon assuming duty, the security staff must enter the time, date and his/her name.

6.1.2 Upon assuming duties at a post, the relief security staff will inspect the post to ensure that all security staff equipment and supplies must be present and that all Security staff security equipment is in good working condition. Such equipment may include telephones, radios, flashlights, vehicle inspection mirrors, walk-through metal detectors (WTMDs), CCTV monitors and anti-ram vehicle barriers. Any malfunctioning or broken security equipment will be noted in the post log and will be reported to a supervisor immediately and an incident report prepared.

6.1.3 During the time assigned to the post, the security staff is required to note the time and make an entry regarding any event considered to be of a security nature. For example: an attempt to enter the facility or destroy the Secretariat’s property or direct attacks by force on the security staff post or security personnel.

6.1.4 Where any security event occurs, security staff must:

a.    Notify the Supervisor and others as instructed in the Post Orders;

b. Take appropriate emergency or reactive countermeasures;

c.    Make the appropriate entry in the post log;

d. Prepare an incident report;

e.    Report orally to the Supervisor via radio communication or at the time of the next post inspection and provide him/her with the incident report; and

6.1.5 During the time assigned to the post, when the Supervisor provides specific instructions for the security staff such instructions are to be entered in the log indicating the time the orders were received. 
6.1.6 If, at any time, a security staff is relieved on post for any reason, the security staff assigned as relief must enter the time, his/her name and the reason for the relief.
6.1.7 At the end of assigned tours of duty, security staff must initial the log, assuring that all entries have been made properly during their period of assignment.
6.1.8 Security staff will not falsify or unlawfully conceal, remove, mutilate or destroy any official documents, such as post logs or incident reports. Any discrepancies will be subject to corrective action by the Secretariat’s Security Coordinator and cause for immediate removal from the contract.
7. RESPONSIBILITIES OF THE SHIFT SUPERVISOR
7.1 The Shift Supervisor is responsible for assuring the post logs are properly maintained and that all appropriate entries are made in accordance with the foregoing instructions. When the Shift Supervisor/Supervisor visits a security staff, the following steps must be taken:

7.1.1 Inspect the post;

7.1.2 Examine the post log;

7.1.3 Enter the time; and

7.1.4 Sign the log attesting that the inspection was carried out, annotating any deficiencies and corrective actions to be taken.

8. OFFICIAL INCIDENT REPORT

8.1 An incident report will be prepared in all cases where an incident arises which is not of a routine nature. The report will be available to the Security Coordinator within 24 hours or the morning of the next business day, whichever is soon, after the incident.
8.2 An incident report will be prepared as a supplemental report to be required entries in the post log. In no case will they be used in lieu of an entry in the post log. 
8.3 It is important that all available information be recorded. Frequently, this is the sole source of information on which a more complete investigation can be based. Accuracy is a prime importance in all cases. Where feasible, security staff shall obtain and note the full name, complete date of birth and contact information of any personnel (Except the personnel of the Secretariat, guard company or police) referred to in an incident report.
8.4 When it appears that immediate action is required concerning any incident that arises, the Project Manager, guard supervisor, the security staff on duty and the Security Coordinator will be notified at once.

9. IDENTIFICATION OF PERSONS:
9.1 All personnel of the Secretariat would be required to show proper identification or authorization before being permitted to enter the Secretariat’s facility or perimeter environs. 
9.2 All visitors must have approved access to the Secretariat’s compound and be issued visitor badges. Proper identification from the visitor is required to receive a Secretariat’s visitor ID badge.
9.3 The process will follow the specific procedures established by the Secretariat for the facility.

10. TELEPHONE AND RADIO COMMUNICATION:
10.1 Any security staff who is on duty and handling official telephone calls or inquiries will be courteous and polite and assist the caller if possible. All official information calls and inquiries will be referred to the proper person or the Secretariat’s Security Coordinator.
10.2 Request from law enforcement agencies concerning personnel will be referred to the Secretariat’s Security Coordinator. The Security Services Provider’s personnel are not to release any information on the Secretariat’s personnel.
10.3 If persons other than the Secretariat’s employees request telephone number for staff member, the guard will take the caller’s name and telephone number and advise the caller that the employee will call the individual back (i.e. to the caller’s office or home phone number). If further information is requested, the caller will be referred to the Secretariat’s Security Coordinator. 
10.4 The telephones located at security posts and radios issued to the security staff or the security posts will be used for official business only.
11. REMOVAL OF THE SECRETARIAT’S PROPERTY:
11.1 The Security staff will be observant of all employees or visitors departing the Secretariat to prevent unauthorized removal of any Secretariat’s property. Security staff will not allow any Secretariat’s property to be taken out of the Secretariat without a gate pass authorising such removal. Any attempt to remove the Secretariat’s property without the requisite gate pass must be reported to the Secretariat’s Security Coordinator.
12.       SAFEGUARDING OFFICIAL INFORMATION, RECORDS AND DOCUMENTS

12.1 The security staff must not disclose official information, records and documents to unauthorized personnel. Security staff will neither discuss the nature of their duties nor repeat to others what they may have seen or heard while on duty, except as necessary to conduct their duties. Security staff will provide correct and valid information and documents acquired in connection with their duties only to their immediate supervisors or the Secretariat’s Security Coordinator. Should unauthorized personnel question security staff as to their duties, the guard will immediately bring the matter to the attention of the Secretariat’s Security Coordinator through the Guard Supervisor.

13. THE USE OF FORCE:
13.1 The use of force is defined as the physical application of violence upon or against a person in any way.
13.2 Only the minimum use of force necessary for the restoration of order is authorized. 
13.3 Refer to the Secretariat’s Guidelines on Use of Force, Annex C.

14. APPREHENSION OF INDIVIDUALS 
14.1 Security staff will not take or hold any persons except when apprehending persons to defend themselves or others against an imminent threat of violence, or following an attack or crime committed by such persons against Secretariat personnel, guests or property under their protection, pending the handover of such detained persons to the competent authority at the earliest opportunity. Any such apprehension must be consistent with applicable national or international law and be reported to the Secretariat without delay.

14.2 Guards will treat all apprehended persons humanely and in a manner consistent with their status and protections under applicable human rights law or international humanitarian law, including, in particular, prohibitions on torture or other cruel, inhuman or degrading treatment or punishment.

15. FIRE PREVENTON AND REPORTING
15.1 Security staff should frequently review the General and Site Specific Post Orders in the event of an emergency. It is important that only correct and prescribed procedures are followed in order to minimize the emergency. More specific instructions concerning emergencies for each guard post are in the Post Orders.

15.1.1 General. The objectives of fire prevention and reporting, in the order of importance, are to:
a. Report it immediately and request assistance. Inform the Guard Supervisor or activate the fire alarm prior to attempting to extinguish the fire; 

b. Inform individuals in the immediate vicinity of the fire and order them to vacate the area immediately;
c. Prevent the loss of life and property in case a fire should      spread;

d. Confine the fire to its place of origin; and/or

e. Secure all elevators, return to the ground floor and throw “Emergency Stop” switches on the elevators.
15.1.2 Preventative Measures:

a. Proper fire prevention measures, coupled with common       sense, will prevent most fires from starting. It is imperative that security staff are constantly on the lookout for fire hazards, particularly in waste cans and electrical equipment. Overhead electrical outlets are among the leading causes of fire. 

b. Whenever a fire hazard is discovered, it will be immediately reported to the Secretariat Security Coordinator through the Guard Supervisor or Project Manager. Appropriate entries are to be made in the post log and an incident report will be prepared.
c. Security staff must know where the various types of fire extinguishers are located, particularly those nearest to the guard at assigned post, and which is appropriate for the type of fire being fought.

15.1.3 Know Who to Contact. The following contacts will be made available in case of a fire:
a. The Fire Department 

b. The Supervisor and the Security Coordinator through the Supervisor.
15.1.4 Sounding the Alarm: The first thing the Security staff must do is to sound the fire alarm if a fire is discovered. Any person available may be instructed to sound the alarm while the Security staff carry out the instructions set forth in the proceeding paragraphs.

15.1.5 ALL GUARDS WILL READ AND MUST HAVE FULL KNOWLEDGE OF THE SECRETARIAT FIRE INSTRUCTIONS.
16. BOMBS, INCENDIARY DEVICES AND FIREARMS:
16.1 If a bomb or incendiary device, or what may have the appearance of a bomb or incendiary device, is discovered, the Security staff should immediately clear the area (I.e. cordon off the area) and notify the Supervisor and the Secretariat Security Coordinator through the Supervisor. Use a land-line telephone or runner to notify the supervisor – do not use the radio or a cellular telephone.

16.2 Under no circumstances should Security staff touch or in any way disturb suspicious articles or packages. DO NOT TOUCH or move any item suspected to be a bomb or incendiary device. Security staff should stand by (at a safe distance from the item) to prevent it from being touched or disturbed by other persons. Employees working in the area where a suspicious article or package is located should be evacuated until the cause of the danger is removed. The general rule to follow is to clear the immediate area and call the appropriate authorities.

16.3 Explosive disposal assistance can be obtained by calling the Secretariat’s Security Coordinator or any other officer acting on his behalf. 
16.4 If a security staff receives a bomb threat, the Security staff will try to determine where the bomb is located, when the bomb is set to detonate, what it looks like, who placed the bomb and why he bomb was placed. The most important information is when the bomb is set to detonate and where the bomb is located. Security staff must use the bomb threat reporting form as guidance. Other information like the description of the voice and the background noise is important for the security staff to determine. This information will be reported in the post log and an incident report will be prepared. After the security staff obtains as much information as possible regarding the threat, the security staff should immediately contact the Supervisor and the Secretariat’s Security Coordinator through the Supervisor or Project Manager.

16.5 Should a bomb explode on or near the guard post, keep the area clear of people.

REMEMBER, DURING THE CONFUSION OF A BOMB BLAST, THE SECURITY STAFF MUST STILL PROVIDE SECURITY FOR THE SECRETARIAT FACILITY AND EMPLOYEES OR OTHER PEOPLE IN THE AREA.

16.6 The security staff will not allow anyone to enter the Secretariat’s official facilities who has an open or concealed firearm, knife, explosive or any other type of weapon in his/her possession except for authorized personnel. The security staff will be especially watchful for attempted entry of firearms or explosives under cover. In the event that such devices are detected, the guard will immediately report it to the Supervisor on duty and the Secretariat’s Security Coordinator through the Supervisor or Project Manager.
17. QUESTIONS
17.1 Refer any questions concerning General Instructions or Site Specific Post Orders to the Shift Supervisor. Further clarification may be obtained from the Secretariat’s Security Coordinator. 
ANNEX B - Key Performance Indicators (KPI) Tool for Security Service Provider Performance

	Key Performance Indicators

	KP1   1
	Manning: All posts specified in the contract to be manned at all times.

	
	Method of measurement 
	The Security Services Provider to report immediately on any unmanned positions, which will be captured on monthly reports. Facilitation of random checks. 

	
	Frequency of measurement and reporting
	Performance is reported monthly.

KPI scoring monthly.

	
	Source data
	Daily manning reports and time sheets, monthly reports, incident reporting and random inspections by the Secretariat.

	
	Calculation
	Number of positions manned during the period/ number of positions x 100.

	
	Definition of KPI elements
	All manned posts to be fully resourced as set out in the contract. Replacement personnel provided by the Security Services Provider immediately for guarding posts.

	
	Exceptions to KPI (data not included in measurement of KPI)
	Considerations not under the control of the Security Services Provider – case-by-case basis.

	
	Target performance – Green
	100% of self-reported compliance AND zero deviations from contractual requirements found in any inspection during the month. 

	
	Amber
	95-99% of self-reported compliance OR 1-3 deviations from contractual requirements found in any inspection during the month. 

	
	Red
	< 95% of self-reported compliance OR more than 3 deviations from contractual requirements found in any inspection during the month.

	
	
	

	KP1   2
	Manning: All staff are vetted, trained, equipped and hold work permits and licenses in accordance with contract requirement.

	
	Method of measurement
	Personnel fully compliant with contract requirements.

	
	Frequency of measurement and reporting
	Performance reported monthly.

KPI scoring monthly.

	
	Source data
	Personnel and training records. Training records must be available for inspection 2 hours after the request.

	
	Calculation
	Compliant staff members / total staff members x 100.

	
	Definition of KPI elements
	Staff compliant with contract requirements, including those specific to role. 

	
	Exceptions to KPI (data not included in measurement of KPI)
	Consideration not under the control of Security Services Provider – case-by-case basis. 

	
	Target performance – Green
	100% of self-reported compliance AND zero deviations from contractual requirements found in any inspection during the month. 

	
	Amber
	95-99% of self-reported compliance OR 1-3 deviations from contractual requirements found in any inspection during the month. 

	
	Red
	< 95% of self-reported compliance OR more than 3 deviations from contractual requirements found in any inspection during the month.

	
	Additional information
	Personnel and training records available to the Secretariat’s security Coordinator upon request.

	
	
	

	KP1   3
	Manning: Requests for emergency and additional personnel are addressed immediately by Security Services Provider’s management and accommodated within contract requirements.

	
	Frequency of measurement and reporting
	Discrepancies reported to the Secretariat’s Security Coordinator.

KPI scoring monthly.

	
	Source data
	Reported discrepancies

	
	Calculation
	Number of discrepancies reported.

	
	Definition of KPI elements
	Individual discrepancies reported.

	
	Exceptions to KPI (data not included in measurement of KPI)
	Considerations not under the control of Security Services Provider – case-by-case basis. 

	
	Target performance – Green
	No discrepancies. 

	
	Amber
	1 reported discrepancy.

	
	Red
	2 or more reported discrepancies.

	
	
	

	KP1   4
	Compliance: The Security Services Provider performance does not deviate from contract requirements and established procedures without proper authorization from the Contract Officer(s).

	
	Method of measurement
	Reported unauthorized deviations from contract requirements and procedures.

	
	Frequency of measurement and reporting
	Deviations reported to the Secretariat’s Security Coordinator.

KPI scoring monthly.

	
	Source data
	Reported deviations.

	
	Calculation
	Number of deviations reported.

	
	Definition of KPI elements
	Individual deviations reported.

	
	Exceptions of KPI (data not included in measurement of KPI)
	Considerations not under the control the Security Services Provider – case-by-case basis.

	
	Target performance – Green
	No deviations. 

	
	Amber
	1 reported deviation.

	
	Red
	2 or more reported deviations.

	
	Additional information
	Proper authorization includes a written memo, modification, change in local standard operating procedures, etc., unless it is an emergency situation.

	KP1   5
	Compliance: Professional appearance of guards and their uniforms/equipment; attitude/behavior of guards.

	
	Method of measurement
	Lapses in compliance with professional appearance and behavioral standards. 

	
	Frequency of measurement and reporting
	Discrepancies immediately corrected and documented; and Security Coordinator to be informed of anything more than an on-the-spot correction.

KPI scoring monthly.

	
	Source data
	Discipline or performance counselling documentation. Reports to the Security Coordinator.

	
	Calculation
	Number of discrepancies reported.

	
	Definition of KPI elements
	Individual discrepancies reported.

	
	Exceptions of KPI (data not included in measurement of KPI)
	Considerations not under the control Security Services Provider – case-by-case basis.

Complaints subject to reasonableness and assessed by the Secretariat.

	
	Target performance – Green
	No incidents. 

	
	Amber
	1 reported incident.

	
	Red
	2 or more reported incidents.

	KP1   6
	Compliance: Complaints investigated and dealt with in a timely manner.

	
	Method of measurement
	All complaints received by the Security Services Provider highlighted and initially reported to the Secretariat within 24 hours.

	
	Frequency of measurement and reporting
	A full report on the investigation into the complaint received by the Secretariat within 5 working days.

KPI scoring monthly.

	
	Source data
	Complaint report

	
	Calculation
	Number of complaints not investigated and dealt with in a timely manner.

	
	Definition of KPI elements
	Reporting to include any findings, resultant disciplinary actions and preventative measures, within specified timeliness.

	
	Exceptions of KPI (data not included in measurement of KPI)
	No exceptions.

	
	Target performance – Green
	100% - All complaints appropriately addressed.

	
	Amber
	1 complaint not highlighted to the Secretariat’s Security Coordinator or inappropriately investigated within specified timelines.

	
	Red
	2 or more reported complaints not highlighted to the Security Coordinator or inappropriately investigated within specified timelines.

	KP1   7
	Operations: Access Control

	
	Method of measurement
	No unauthorized personnel are admitted to the Secretariat’s properties/facilities.

	
	Frequency of measurement and reporting
	As per Serious Incident Reporting timeliness. Incidents must initially be reported within 30 minutes of the incident being discovered, with a written report provided within 24 hours.

KPI scoring monthly.

	
	Source data
	Serious Incident Reports.

	
	Calculation
	Number of incidents reported.

	
	Definition of KPI elements
	Total incidents reported.

	
	Exceptions of KPI (data not included in measurement of KPI)
	Considerations not under the control of the Security Services Provider – case-by-case basis.

	
	Target performance – Green
	No incidents.

	
	Amber
	N/A.

	
	Red
	1 or more incidents.

	KP1   8
	Safety Operations: All emergency alarms are responded to immediately in accordance with established procedures and contract requirements.

	
	Method of measurement
	Reported discrepancies relating to emergency alarms.

	
	Frequency of measurement and reporting
	Discrepancies reported to the Security Coordinator.

KPI scoring monthly.

	
	Source data
	Reported discrepancies.

	
	Calculation
	Number of discrepancies reported. 

	
	Definition of KPI elements
	Individual discrepancies reported.

	
	Exceptions of KPI (data not included in measurement of KPI)
	Considerations not under the control of the Security Services Provider – case-by-case basis.

	
	Target performance – Green
	No discrepancies.

	
	Amber
	N/A.

	
	Red
	1 or more reported discrepancies. 

	KP1   9   
	Operations: Serious Incident Reports must be submitted to the Secretariat in a timely manner.

	
	Method of measurement
	Submission by way of written reports within 24 hours.

	
	Frequency of measurement and reporting
	On occurrence of a serious incident, the Secretariat must initially be informed as soon as possible, but no later than 30 minutes after the occurrence. Serious incidents include those resulting in fatalities, serious injuries, equipment theft/ loss or incidents that have the potential to impact the reputation or operating capability of the Secretariat. The outcome of any investigation related to the Serious Incident Report must be submitted to the Secretariat within 5 working days.

KPI scoring monthly. 

	
	Source data
	Written incident reports.

	
	Calculation
	Report production.

	
	Definition of KPI elements
	Reports must include a full description of the incident. Investigation reports must include causal factors and any corrective action.

	
	Exceptions of KPI (data not included in measurement of KPI)
	Consideration not under the control of the Security Services Provider – case-by-case basis.

	
	Target performance – Green
	All timelines are met.

	
	Amber
	N/A.

	
	Red
	Timelines are not met.

	KP1   10 
	Training: All staff to achieve training requirements as stipulated.

	
	Method of measurement
	Pre-contract initial deployment and ongoing monthly checks to ensure role relevant qualifications are up-to-date.

	
	Frequency of measurement and reporting
	Performance reported monthly.

KPI scoring monthly.

	
	Source data
	Training records.

	
	Calculation
	Staff members meeting training requirements/ total staff members x 100.

	
	Definition of KPI elements
	All staff members meeting will have passed mandatory tests, within the timelines specified.

	
	Exceptions of KPI (data not included in measurement of KPI)
	Consideration not under the control of the Security Services Provider – case-by-case basis.

	
	Target performance – Green
	100%

	
	Amber
	95-99%

	
	Red
	< 95%

	
	Additional information
	Failure will lead to retraining or subsequent removal from contract. 

	KP1   11 
	Training: Guard communication skills.

	
	Method of measurement
	Guards are able to communicate with the organization personnel in routine and emergency situations, as appropriate to their assigned posts and duties. Guards meet language requirements as stipulated.

	
	Frequency of measurement and reporting
	Discrepancies reported to the Security Coordinator.

KPI scoring monthly.

	
	Source data
	Reported discrepancies.

Training records.

	
	Calculation
	Number of discrepancies reported.

Guards meeting language testing standards/ total guards x 100.

	
	Definition of KPI elements
	Individual discrepancies reported and non-compliant guards.

	
	Exceptions of KPI (data not included in measurement of KPI)
	Consideration not under the control of the Security Services Provider– case-by-case basis. Complaints subject to reasonableness and assessed by the Secretariat.

	
	Target performance – Green
	No incidents and 100% compliance with contract language standards.

	
	Amber
	1 reported incident and 95-99% compliance with contract language standards.

	
	Red
	2 or more reported incidents and < 95% compliance with contract language standards.

	KP1   12
	Equipment: Critical equipment to be accounted for on a regular basis.

	
	Method of measurement
	Inspection/ audit of the Secretariat-owned assets and the Security Services Provider’s assets assigned to the contract.

	
	Frequency of measurement and reporting
	Quarterly and random equipment inspections/audits along with confirmation checks of radios, tracking devices, personal protective equipment (PPE), all other serial numbered operational equipment and government registered or otherwise sensitive equipment.

KPI scoring Quarterly.

	
	Source data
	Equipment registers and accountancy checks.

	
	Calculation
	Serviceable and accounted for items/ full item list x 100.

	
	Definition of KPI elements
	The theft, loss or damage of Secretariat critical assets, defined as: communications equipment, and other high value and attractive items are to be recorded and investigated in full.

	
	Exceptions of KPI (data not included in measurement of KPI)
	Consideration not under the control of the Security services Provider – case-by-case basis.

	
	Target performance – Green
	All equipment accounted for 100% of the time.

	
	Amber
	1 – 5% of equipment unaccounted for 95-99% of the time.

	
	Red
	> 5% of equipment unaccounted for < 95% of the time.

	KP1 13
	Job Satisfaction: Security Staff Job Satisfaction

	
	Method of measurement
	Monthly review of payroll and random review of security salary/ remuneration slips. 

	
	Frequency of measurement and reporting
	Monthly reviews reported on KPI scoring monthly.

	
	Source data
	Payroll documentation submitted by Firm and payslips.

	
	Calculation
	Basic salary of security officers assigned to the Secretariat/ Legal minimum salary x 100.

	
	Definition of KPI elements
	Payment of basic salaries below the legal minimum wage are to be recorded and investigated in full. Any such cases are grounds for termination of contract. 

	
	Exceptions of KPI (data not included in measurement of KPI)
	None.

	
	Target performance – Green
	All Security Personnel assigned to the Secretariat must be paid basic salaries equivalent to or above the legal minimum wage 100% of the time.

	
	Amber
	N/A.

	
	Red
	1 Reported Case.

	Method of calculation of applicable performance credits on the monthly invoice:

	KPIs 1 – 12 to be reviewed jointly by the Security Coordinator and Security Services Provider at the end of the month.

For each KPI evaluated as RED: 0.5 % deduction of the monthly invoice as performance credit.

For each KPI evaluated as Amber: 0.3% reduction of the monthly invoice as performance credit.

Maximum deduction: 10%


ANNEX C – USE OF FORCE GUIDELINES
Introduction

1.
The CARICOM Secretariat recognises and respects the value and integrity of every human life. The decision on whether when to use force when authorised during the course of official duties is one of the most important decisions a security staff has to make.  This decision has to be made quickly under difficult often unpredictable and unique circumstances. Security staff must exercise sound judgement and discretion as the foundation for decision making in a wide range of possible use of force situations. The security staff would have to select the type of force ranging from soft hand to deadly force as may be required to neutralise the threat situation faced.
USE OF FORCE GUIDELINES
1. Introduction

While detailed guidance is provided in training, and must serve as the basis for any official’s decision on what type of force to use, if any, this is no substitute for good judgment that must be exercised at all times. The security staff assigned to this contract must always bear in mind when the use of force is unavoidable, he/she should act with restraint, respecting and preserving human life and causing the minimum harm to people and property.

2. Purpose

The purpose of these guidelines is to provide the security staff with guidance on use of force (both Non-Lethal Force and Lethal Force). These guidelines are based on the highest standards of international guidelines and human rights law.

3. Applicability

These guidelines apply to the Secretariat’s security contractor and the contracted security staff with responsibility for protection of the Secretariat’s staff, visitors and other assets.
4. Definitions

i. Deadly Force means any force that creates a substantial risk of causing death or serious bodily injury.
ii. Non-Deadly Force means any use of force other than that which is considered deadly force. This includes any physical effort used to control or restrain another, or to overcome the resistance of another.
iii. Serious Bodily Injury means physical injury which creates a substantial risk of death, or which causes serious and protracted (i.e. long-term) disfigurement, protracted impairment of health or protracted loss or impairment of the function of any bodily organ.
iv. Bodily Injury means any physical injury other than that which is considered serious bodily injury.
5. Essential criteria for the Use of Force

The following essential must be applied:

i. the force is reasonable, proportional to the threat offered and the minimum required to negate the threat; and
ii. the force is necessary, under all circumstances known at the time, to negate the threat; and
iii. there is no other reasonable alternative available.

6. Criteria for the use of Non-Deadly Force

Based on the three essential criteria above, a security staff may use Non-Deadly Force:

i. In defence of him/herself, other Secretariat staff and/or others against imminent threat of bodily injury.
ii. To maintain order and security within, and/or restrict access to Secretariat’s premises; and prevent damage to the Secretariat’s or property.
iii. To detain and/or prevent the escape of a person who constitutes a threat to order and security and/or who has committed a serious crime.
7. Criteria for the use of Deadly Force

Based on the three essential criteria in 8 above, a Secretariat security staff may only use Deadly Force:

i. To defend him/herself, other Secretariat’s staff and/or others against an imminent threat of death or serious bodily injury and there is no other reasonable alternative available.

8. Additional Considerations

Decision to Use Force

As a first step in the use of force, security staff will audibly instruct the subject to comply. If, however, giving such an instruction would pose a risk to the security official or others, it need not be given. When a decision is made to use force the security official should act decisively and without hesitation, using force proportional to the threat and the minimum required to negate the threat. A Secretariat security staff is not required to place him / herself or others in unreasonable danger before acting.

9. Post Application of Force

Once force has been applied and the threat negated, the security staff must:

i. Where feasible, arrange for appropriate medical aid to the person subjected to the use of force.
ii. Follow all relevant procedures, including reporting the incident to the supervisor, and cooperate with the Secretariat’s investigations.
10. A security staff involved in the application of non-deadly or deadly force may be provided with stress and medical counselling as appropriate by the Security Services Provider.  

6. GENERAL REQUIREMENTS
6.1.  Qualifications



6.1.1 Professional Capacity the Prospective Bidders

The Contracting Authority requires that all prospective security firms/companies desirous of submitting proposals for the security services as outlined, be experienced in managing similar projects in size and scope, such as international and other foreign missions/diplomatic organizations/embassies, commercial banks, shopping malls/centres etc.

Page 38 of 73
Page 15 of 73

